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To the best of m
y know

ledge, V
alliant Telephone C

om
pany – Long D

istance 
(“the C

om
pany”) is in full com

pliance w
ith the FC

C
’s rules on C

PN
I and its 

requirem
ents for the safeguarding of such custom

er inform
ation.  The C

om
pany’s 

operating procedures ensure that it is in com
pliance w

ith the FC
C

’s C
PN

I rules 
because disclosure of, or perm

itting access to, our custom
ers’ C

PN
I is not allow

ed 
w

ithout obtaining the requisite custom
er approval, except as required by law

, or the 
exceptions set forth in 47 U

.S.C
. §222, and Subpart U

 of Title 47 of the C
ode of 

Federal R
egulations; 47 C

.F.R
 §64.2001 through §64.2011.

A
ppropriate safeguards on the disclosure of C

PN
I have been im

plem
ented in 

accordance w
ith C

.F.R
. §64.2010, including, but not lim

ited to the follow
ing:  

C
ustom

ers are properly authenticated before disclosing C
PN

I on custom
er-initiated 

telephone 
calls, 

business 
office 

visits, 
or 

online 
access 

to 
custom

er 
accounts. 

A
uthentication through the use of passw

ords and back-up authentication questions in 
the event of lost or forgotten passw

ords has been im
plem

ented.  Passw
ords and back-

up 
authentication 

questions 
are 

established 
in 

accordance 
w

ith 
§64.2010(e). 

C
ustom

ers are authenticated in com
pliance w

ith §64.2010(c) prior to online access to 
custom

er account inform
ation.  The C

om
pany has im

plem
ented procedures to notify 

custom
ers 

w
henever 

a 
passw

ord, 
custom

er 
response 

to 
a 

back-up 
m

eans 
of 

authentication for lost or forgotten passw
ords, online account, or address of record is 

created or changed. 

The C
om

pany has internal procedures in place to educate our em
ployees about 

C
PN

I and the disclosure of C
PN

I.  Em
ployees w

ith access to this inform
ation are 

aw
are of the FC

C
’s rules and are prohibited from

 disclosing or perm
itting access to 

C
PN

I w
ithout the appropriate custom

er consent or as allow
ed by law

 and the FC
C

 
rules.  In accordance w

ith C
om

pany policy, any em
ployee that uses, discloses, or 

accesses C
PN

I in violation of federal regulations is subject to disciplinary action, and 
possible term

ination. 

The C
om

pany requires express opt-in consent from
 a custom

er prior to the 
release of C

PN
I to a joint venture partner or independent contractor for m

arketing 
purposes.  H

ow
ever, currently the C

om
pany has no joint venture partner and does not 

release C
PN

I to any third parties for m
arketing purposes. 

The C
om

pany has assigned a D
irector for C

PN
I C

om
pliance to serve as the 

central point of contact regarding the C
om

pany’s C
PN

I responsibilities and questions 
related to C

PN
I policy.  The D

irector for C
PN

I C
om

pliance has responsibilities 
including, but not lim

ited to, supervising the training of all C
om

pany em
ployees w

ith 
access to C

PN
I, investigating com

plaints of unauthorized release of C
PN

I, and 
reporting any breaches to the appropriate law

 enforcem
ent agencies.  The D

irector for 
C

PN
I C

om
pliance also m

aintains records in accordance w
ith FC

C
 C

PN
I rules, 
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including records of any discovered breaches, notifications of breaches to law
 

enforcem
ent, and law

 enforcem
ent’s responses to the notifications for a period of at 

least tw
o years.


